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Consider any technical, social or operational measures that you could take to support the security of your users, data and network. As a group discuss if/how the location will influence the mitigating actions? 
Record your suggested mitigating answers on the worksheet. Turn the three attack vector cards over and compare your notes to the example mitigating actions on the back of the card.
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Fill in this worksheet as you go along, circle the risk score that you have decided upon for each Cyber Attack & Location, then fill in the Notes section with any discussion points. 
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Fill in this worksheet as you go along, circle the risk score that you have decided upon for each Cyber Attack & Device/Location, then fill in the Notes section with any discussion points. 
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Consider any technical, social or operational measures that you could take to support the security of your users, data and network. As a group discuss if/how the location will influence the mitigating actions? Record your suggested mitigating answers on 
the worksheet. Turn the mitigating actions cards over and compare your notes to the examples on the back of the card.
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